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Abstract— Wireless mesh networks are becoming increasingly
popular as a low-cost alternative to wired networks for providing
high-speed last mile connectivity. A key challenge in mesh
networks is the need for sufficient network capacity to meet the
requirements of applications, especially when network density
increases over time, and newer applications require higher
throughputs. In this paper, we consider some approaches for
improving network capacity by exploiting various physical layer
capabilities. Specifically, we consider the use of multiple wireless
channels, and improving utilization of any given channel by
introducing “spatial backoff”, for improving network capacity.
Through these example scenarios, we highlight the challenges
involved and benefits possible by exploiting physical layer capa-
bilities in mesh networks.

I. INTRODUCTION

In recent years, mesh networks have been advocated as
a cost-effective approach for providing high-speed last mile
connectivity. In addition, mesh networks may also spur the
growth of new neighborhood-specific applications, such as
video sharing among community members, that require high
throughput. To build cost-effective mesh networks, it is de-
sirable to operate the network in a multi-hop fashion using
commodity wireless hardware. However, wireless medium is
a shared resource, and the capacity of a multi-hop network
quickly degrades as the node density and network diameter
increases. As a result, there is a need to develop solutions
to enhance the network capacity to meet the needs of mesh
network applications.

Existing commodity hardware [1], [2] often allows users to
control several physical layer parameters, such as transmission
power, data rate, frequency of operation, etc. Such support can
be utilized to improve the network capacity. In this paper, we
present two examples of improving network capacity by using
physical layer support. The first example considers utilizing
multiple frequency-separated channels, which are often provi-
sioned for in wireless standards, to increase network capacity.
The second example considers an approach to improve the
capacity of any given channel by introducing “spatial backoff”
mechanisms. In the rest of this section, we motivate the
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need for new protocols in the above-mentioned two example
scenarios for exploiting physical layer capabilities.

The rest of the paper is organized as follows. We motivate
the need for new mesh networking protocols in Section II.
We present approaches for utilizing multiple channels in
Section III. “Spatial backoff” mechanisms are discussed in
Section IV, and we conclude in Section V.

II. MOTIVATION

In this section, we motivate the need for mesh networking
protocols that exploit physical layer capabilities to utilize
multiple channels, and to improve channel utilization using
“spatial backoff”.

A. Need for protocols to exploit multiple channels

There has been significant recent interest in designing
protocols for using multiple channels in wireless networks
[3]–[20]. The (unlicensed) spectrum that is available for use
in mesh networks is typically divided into multiple channels
[21]. Commodity radio interfaces expose the list of available
channels to higher layers, while hiding the physical layer
details of supporting channels. For example, IEEE 802.11a
standard defines 12 channels in the 5 GHz band (in US).
Commercially available IEEE 802.11 interfaces [1], [2] allow
higher layer protocols to select the channel of operation, and
switch channels when necessary. In spite of this support from
the physical layer for using multiple channels with a single
interface, typical multi-hop mesh networks have used a single
channel for the whole network. Two adjacent wireless nodes
can communicate with each other only if they have at least
one interface on a common channel. This condition is met
in typical mesh network configurations by ensuring all nodes
use a single common channel, thereby allowing any pair of
adjacent nodes to communicate with each other.

Reducing hardware costs have made it feasible to equip
wireless nodes with multiple radio interfaces. However, it
may be difficult to equip nodes with one interface for each
channel, especially when the number of available channels is
large. Interfaces typically allow channels to be switched when
necessary, though the switching of channels may incur a non-
negligible delay. In our research, we attempt to fully utilize



all the available channels even if the number of interfaces
is smaller than the number of channels. For example, when
c channels are available, but each node has only m < c
interfaces, one possibility is to keep the m interfaces fixed
on some m common channels [10], thereby not using the
remaining c − m channel. Although this approach simplifies
co-ordination among neighboring nodes, it may offer only a
m-fold (potentially m � c) increase in the network capacity.
In contrast, we aim to utilize all the available channels and
achieve close to a c-fold increase in capacity, by switching the
available m interfaces among the c channels. Our past analysis
has shown that in theory [22], significant performance gains
can be obtained even if only a few interfaces are available.
In this paper, we will briefly outline a practical architecture
for realizing the theoretically predicted gains using commodity
hardware.

In addition to using spectrum already provisioned for unli-
censed use, there is a growing interest in exploiting additional
spectrum by dynamically utilizing existing licensed spectrum
with spectrum agile “cognitive radios” [23]. Cognitive radios
are designed to allow secondary users to co-exist with the
primary users of the licensed spectrum, and cognitive radio
technology can significantly increase the total spectrum that
is available for use. Cognitive radios may be an excellent
fit for mesh networks that will be deployed in dense urban
areas with possibility of significant contention. However, real-
izing the performance gains promised by cognitive technology
requires several protocol design challenges to be addressed.
In this paper, we will also highlight the challenges of using
cognitive radio technology, and outline how the capabilities of
a cognitive radio may be used to enhance network capacity.

B. Need for protocols to improve channel utilization using
“spatial backoff”

Wireless channel is a shared medium, and medium access
control (MAC) protocols are used to regulate the channel
access among multiple competing stations. Taking the set of
competing stations as given, prior research on MAC protocols
proposed numerous ways for each station to adjust its channel
access behavior (e.g., using temporal backoff), so that trans-
missions from different stations may be separated in time to
achieve successful transmissions. This is a temporal approach
to resolve channel contention. Since the given set of competing
stations may vary significantly depending on the network load,
it remains a major challenge to design MAC protocols that can
function efficiently under various network loads.

We propose an alternative approach for wireless networks
– named “spatial backoff” – that adapts the “space” occupied
by the transmissions. Wireless nodes communicate over the
air and there is significant interference among nodes that are
spatially close to each other. On the other hand, due to radio
signal attenuation, nodes that are sufficiently apart from each
other are able to reuse the channel spectrum and transmit at the
same time. In other words, for a node S, one can visualize the
channel contention by means of contending area ω around S,

where nodes located within this area compete for the channel
with node S and nodes outside of this area (e.g., S1, S2, S3)
may transmit concurrently with node S, as illustrated in Figure
11. By spatially adjusting the contending area ω, the set of
competing stations can be controlled. In this paper, we will
discuss the benefits of spatial backoff, and suggest different
ways to realize it by exploiting physical layer capabilities such
as transmission power control, rate control, adjusting carrier
sense threshold, etc.
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Fig. 1. Contending Area

III. UTILIZING MULTIPLE CHANNELS

In this section, we will first briefly describe an architec-
ture for exploiting multiple wireless channels using currently
available commodity hardware. We then discuss challenges in
exploiting multiple channels with smarter “cognitive” radios
that may be available in the near future.

A. Architecture for utilizing multiple channels

We present an architecture for utilizing multiple channels in
multi-hop wireless networks using commodity hardware. Our
solution requires at least two wireless interfaces at each node.
We exploit the ability of the interfaces to switch the channel
of operation under the control of a higher layer protocol. In
our solution (which has been discussed in detail in [17], [18]),
we develop a link layer protocol to manage the use of multiple
interfaces, and a routing protocol that interacts with the link
layer protocol to select good routes. Such a separation of
functionality is used to simplify protocol design (theoretical
results in [22] have shown that even with such a separation,
network capacity is not degraded). Interface switching can
occur on the time scales of a few packet transmissions; hence
it is beneficial to incorporate interface management at the link
layer, as part of the kernel. Route selection happens on larger
time scales (often hundreds of packet transmissions or more),
and it is beneficial to implement it separately, possibly as a
user space daemon.

1The area is shown circular only for the sake of illustration. In general,
whether a station may be allowed to transmit or not depends on the protocol
design. By “transmit currently”, we mean the transmissions from more than
one stations overlap in time
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Fig. 2. Proposed multi-channel architecture

Figure 2 outlines the proposed architecture. A key benefit
of this approach is that even existing routing protocols can be
used without any modifications, since the link layer protocol
completely hides the complexity of managing multiple chan-
nels and interfaces from the higher layers. We have already
implemented most components of this architecture in a Linux-
based testbed as a user space daemon complemented with a
kernel module, and our ongoing implementation experience
has indicated that the architecture is indeed practical to im-
plement.

Simulation experiments to evaluate the efficacy of the
architecture have been encouraging. We will present a sample
result to illustrate the benefits obtained by using multiple
channels and multiple interfaces. In Figure 3, we evaluate
the performance of the proposed architecture in simple chain
topologies. The length of a chain is varied from 1 to 10 hops.
A FTP flow is setup from the first node to the last node of
the chain. Figure 3 compares the flow throughput with DSR
protocol operating in a 1 channel network (labeled “DSR - 1”),
and the flow throughput with the proposed architecture when
using our link and multi-channel routing protocols (MCR) with
varying number of channels (labeled “MCR - x” where x is the
number of channels available). The experiment assumes that
our architecture uses two interfaces. As we can see from the
figure, the FTP throughput in single channel networks rapidly
degrades when the number of hops along a chain increases
(this behavior is well-known).

When multiple channels and multiple interfaces are used in
the proposed architecture, the link layer protocol assigns the
fixed channel of successive nodes along the chain to differ-
ent channels. Also, when an intermediate node is receiving
data using one interface, it can simultaneously forward data
to the next node using the second interface. Consequently,
MCR offers higher throughput by using different channels on
successive hops, and by using the two interfaces to receive
and send data in parallel.

The key observation from Figure 3 is that multiple channels
can significantly improve throughput of a flow in multi-hop
scenarios. Furthermore, even with only a few interfaces (2
in this example), having large number of channels (up to 12
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Fig. 3. Performance of single FTP flow: Even two interfaces are sufficient
to utilize 12 channels.

channels in this example) is beneficial. Hence, by exploiting
the physical layer capability of channel switching that is
exposed by an interface, a large number of channels can be
utilized with few interfaces.

B. Exploiting capabilities of cognitive radio interfaces

Earlier in this section, we presented an architecture for
utilizing multiple channels using commodity radios. The pro-
tocols used in the architecture assumed that all channels have
similar range and support similar data rates (i.e., “homoge-
neous” channels). Such an assumption is reasonable when all
the channels are part of a common frequency band (e.g., the
12 channels in 5 GHz band in IEEE 802.11a). However, with
improving radio technology, in the near future, it may be pos-
sible to use cognitive radios [23]–[25] that opportunistically
utilize spectrum across a wide range of frequency bands.

Channels that are present in widely separated frequency
bands may be “heterogeneous”, i.e., different channels may
support different transmission ranges, data rates, delay charac-
teristics, etc. In the rest of this section, we describe the impact
of heterogeneous channels on higher layer protocols. We will
also outline some approaches for addressing these challenges.

1) Heterogeneity in transmission range: Transmission
range of a channel is informally the maximum distance up
to which a packet transmitted by a node on that channel
may be successfully received. The exact region over which a
transmission from a node can be received may have a complex
shape that depends on channel propagation characteristics, ob-
structions, etc. Wireless transmissions on different frequency-
separated channels can suffer varying amounts of frequency-
dependent path loss, multi-path effects and attenuation [26].
The frequency-dependent variations is larger with channels
that are operating farther apart in frequency.

Figure 4 shows the unlicensed spectrum bands that are used
by popular wireless technologies, such as IEEE 802.11. In
addition to the already available unlicensed spectrum, FCC is
considering allowing additional spectrum below 3 GHz (for
example in the 700 MHz band) for use by nodes equipped
with cognitive radios. Therefore, the channels supported by a
cognitive radio may be located on widely separated slices of
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Fig. 4. Chart of commonly used unlicensed spectrum. Spectrum in the 2.4
GHz band is being used by IEEE 802.11b/g devices, and spectrum in the 5
GHz band is being used by IEEE 802.11a devices.

the frequency spectrum, with different propagation characteris-
tics. Furthermore, FCC regulations may specify different limits
on the maximum allowed transmission power for different
frequency bands. As a result, different channels may support
different transmission ranges. Furthermore, on account of
variable attenuation, multi-path effects, and interference from
other devices, a channel with longer transmission range may
not cover all the area covered by a channel with a shorter
transmission range.

As we discuss later in this section, unequal transmission
range may affect the performance of many existing higher
layer protocols. Therefore, it may be beneficial if the range
of different channels is equalized. One way to equalize the
transmission range of different channels is to reduce the
transmission power on channels with longer range, such that
all channels have the same range as the channel with the
shortest range. However, this approach may be excessively
conservative, and limiting the transmission range of all chan-
nels to that of the shortest range channel may break network
connectivity. Furthermore, choosing appropriate transmission
powers for equalizing the transmission range of different
channels may not be feasible when there are time varying
differences in propagation characteristics of different channels
brought about by fading, multi-path effects, etc.

Using different modulation schemes on different channels
may be another approach toward equalizing the range of
different channels. Different modulation schemes require dif-
ferent Signal-to-Noise ratios (SNR) for successfully decoding
a packet. Therefore, on any given channel, while using a fixed
transmission power, the distance over which a packet can be
successfully decoded is dependent on the modulation scheme
used. However, even if range is equalized using this approach,
the transmission range of the whole network will reduce to the
range of the shortest range channel (with the channel with the
shortest range using the lowest possible modulation rate to
maximize its range). Furthermore, using different modulation
schemes on different channels results in data rate differences
across channels, which will also complicate protocol design
(as we will discuss in Section III-B.2). Therefore, equalizing
the range of all channels to allow the use of existing higher
layer protocols may often involve several tradeoffs such as loss
in connectivity, which have to be taken into consideration.

We next discuss the impact range heterogeneity has on
protocol design. Existing multi-channel protocols often assume
that a node has a common neighbor set on each channel, where

informally, neighbors of a node X on some channel c are all
nodes that X can directly communicate with on channel c. In a
homogeneous multi-channel network, where all channels have
the similar propagation characteristics, a node X can reach
the same set of neighbors on any of its channels. However, in
a heterogeneous multi-channel network, a node may be able
to communicate with different (potentially overlapping) set of
neighbors on different channels, and therefore, whether a pair
of nodes can communicate with each other is dependent on
the channel that will be used for the communication.

Distributed multi-channel protocols often need to exchange
control information, such as routing information or channel
usage information, among all the neighbors. A node may
be able to send data to a neighbor only if certain control
information (such as a neighbor discovery packet) has been
previously exchanged with that neighbor. Typically, such con-
trol information is often sent out as broadcasts, which can then
be received by all neighboring nodes.

In networks using cognitive radios, the number of available
channels can potentially be large, and a single radio may only
be able to operate over one channel at a time. Since each node
typically has few radios, a broadcast packet sent by a node is
received by its neighbor only if the packet was sent on one of
the channels on which the neighbor was listening to. To ensure
every neighbor receives a broadcast packet, one possibility
is to send a copy of the broadcast packet on every channel.
However, sending a packet on every channel may be quite
expensive when the number of available channels is larger
than the number of available radios [17]. In this scenario,
when all channels have the same range, a commonly used
optimization is to exchange broadcast packets on one common
broadcast channel, and all nodes, by design, are required to
always listen to the broadcast channel (any channel can be
used as the broadcast channel because all channels have the
same range). However, when different channels have different
ranges and different (possibly overlapping) neighbor sets, it
may be necessary to exchange broadcast packets on all, or a
large set of channels to ensure every neighbor receives a copy.
This can significantly increase the cost of broadcast and has
to be carefully accounted for in protocol design.

One possible solution for reducing the cost of broadcasts is
to carefully identify a small subset of channels which cover
the neighbors of a node on all channels, and use this subset of
channels for exchanging broadcast packets. Implementing this
solution will require the development of new techniques for
efficiently identifying the set of neighbors of a node on any
given channel, under the constraint that there are few radios
and a large number of channels.

Another possible solution is to carefully restrict the set of
nodes higher layer protocols communicate with to neighbors
on a specific channel, and always send broadcasts only on
that channel. This will ensure that nodes with which data
communication takes place are only those nodes that can
receive the broadcast (control) information. The key drawback
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Fig. 5. Impact of range heterogeneity: The route chosen between A and B
may depend on the channel used to exchange routing information.

of this approach is the possibility of not using certain commu-
nication links which could otherwise have improved network
performance.

We illustrate the impact of range heterogeneity with a
simple example. Figure 5 considers a network with three nodes
A, B, and C. Suppose two channels are available, with channel
1 having a longer range than channel 2. Also, assume that
communication on link A-B is possible only on channel 1,
while communication on links A-C and B-C is possible over
both channel 1 and channel 2. Suppose node A is discovering
a route to B. If channel 2 is used for the route discovery
(i.e., exchanging control information through broadcasts), then
the direct route between A and B on channel 1 will not be
discovered. On the other hand, if channel 1 is used for route
discovery, but channel 2 is used for data communication, then
data communication is only possible through route A-C-B,
but route discovery may select route A-B. Therefore, when
different channels have different ranges, restricting control
operations (e.g., route discovery) on a specific channel may
be sub-optimal. However, exchanging control information on
all channels may be quite expensive, especially when the total
number of channels is large. Thus, new trade-offs arise with
range heterogeneity between reducing protocol overheads and
maximizing performance.

2) Heterogeneity in channel performance: The rate at
which data can be exchanged between a pair of nodes on a
given channel may depend on the modulation scheme used (as
well as the redundancy in the error correcting code, etc.). On a
given channel, one approach for supporting multiple data rates
is by appropriately changing the modulation scheme based
on the channel quality between the sender and the receiver.
Different pairs of nodes may use different data rates on the
same channel depending on their observed channel quality.
This feature is commonly called “auto-rate” selection, and is
supported in commodity IEEE 802.11 hardware. Such data
rate heterogeneity on any given channel has been accounted
for, during route selection, in some existing multi-channel
protocols [10], [18]. However, in networks with cognitive
radios, the supported data rates across channels may also
significantly vary, in addition to different data rates being
supported on a given channel. The variation in data rates
across channels may in part be due to the variations in the
bandwidth of channels. For example, less spectrum is available
in lower frequency bands, and therefore, channels in the lower
frequency bands may have smaller bandwidth. As a result, the
range of data rates supported by different channels may vary
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Fig. 6. Impact of variable data rate and variable access time: The choice of
route to use between A and B depends on the channel data rates and access
latencies.

and has to be accounted for by higher layer protocols.

Figure 6 provides an example to illustrate the impact of
variable data rate on performance. Suppose node A is setting
up a route to node B, with three possible routes A-B, A-
C-B and A-D-B, with the routes using channels 1, 2 and 3
respectively. Now, if all three channels support the same data
rate, then route A-B is preferable as it uses smaller number of
hops. However, when different channels support different data
rates, route A-C-B or A-D-B may be preferable over route A-B
if channels 2 and 3 support significantly higher data rate than
channel 1. Now, suppose channels 2 and 3 support the same
data rate. Even then, whether route A-C-B or A-D-B is better
may depend on whether channel 2 or channel 3 has lower
channel access time, respectively (as performance of certain
protocols such as TCP depends on end-to-end latency). Thus,
in general, higher layer protocols need to be aware of the
properties of the heterogeneous channels.

To summarize, cognitive radios may enable access to larger
amount of spectrum, but at the same time require more
complex protocols to utilize the spectrum. Therefore, there is a
need for new mesh networking protocols that are aware of the
physical layer capabilities offered by the radio, and carefully
utilize the available capabilities to maximize performance.

IV. SPATIAL BACKOFF

In this section, we consider improving the utilization of
any given channel by introducing spatial backoff. The “space”
occupied while contending for channel access depends in part
on the transmission power used, data rate of transmission,
carrier sense threshold of nodes, etc. Different choices can
be made to adjust the contending area. To do so, we often
need to explore the interactions between MAC and physical
layers.

In particular, let us consider MAC protocols based on
Carrier Sense Multiple Access (CSMA). Carrier sense refers
to listening to the physical medium to detect any ongoing
transmissions. Only if the radio signal strength detected at a
station is below a Carrier Sense Threshold CSth, may the
attempt of the station to access the channel proceed. Given a
fixed transmission power used by other stations, a node will
transmit more aggressively using higher carrier sense threshold
values. For example, in Figure 7, station A is transmitting to



B. The curve represents the signal strength versus distance for
A’s transmission. When station D uses carrier sense threshold
CS1, D has to compete the channel access with station
A. Whenever A is transmitting, D is required to defer its
transmissions. On the other hand, when carrier sense threshold
CS2 is used, D is allowed to transmit concurrently when A is
transmitting. Therefore, a higher carrier sense threshold will
lead to a smaller contending area. Similarly, given a carrier
sense threshold used by other stations, a lower transmission
power will lead to a smaller contending area.
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Fig. 7. Larger carrier sense threshold leads to smaller contending area

Notice that, when adjusting the contending area, the inter-
ference present in the network varies. For example, increasing
the carrier-sense threshold (with a fixed transmission power)
allows transmitters to be near each other and causes more
interference. Typically, the quality of a communication link de-
pends on the interference at the receiver caused by other con-
current transmissions; the higher the Signal-to-Interference-
and-Noise-Ratio (SINR), the higher the rate that packets can be
transmitted reliably. To account for the change of interference,
the transmission rate often needs to be adjusted along with the
contending area. A smaller contending area often reduces the
channel contention at the cost of poorer link quality.

One possible benefit of spatial backoff is to improve the net-
work aggregate throughput. From MAC protocol point of view,
given a network, the aggregate throughput depends on the
MAC efficiency in resolving the “local” channel contention,
the number of concurrent transmissions in the network, and
the transmission rate between each transmitter/receiver pair.
Our past study [27] shows that, when transmitter density
increases, a smaller contending area is preferred to bring
concurrent transmitters closer to each other. By doing this, the
MAC efficiency in resolving the “local” channel contention
can be improved due to the reduced number of competing
stations. At the same time, spatial reuse is improved since
more concurrent transmissions are allowed to proceed. Conse-
quently, the aggregate throughput can be higher even though
the transmitters may have to transmit at lower rate because of
larger interference. Such a benefit of spatial backoff cannot be

achieved by existing rate control protocols [28]–[30] because
changing transmission rate alone will not improve the spatial
reuse. There is some prior work on carrier sense threshold
control [31], [32] to maximize the spatial reuse given a pre-
defined transmission rate. However, such schemes are unable
to explore possibly more spatial reuse when lower transmission
rates are used.

We have investigated different approaches to implement
spatial backoff by controlling carrier sense threshold, trans-
mission rate or transmission power based on our prior work
[27], [33]. Below, we introduce one spatial backoff algorithm,
which controls the carrier sense threshold and transmission
rate, assuming that the transmission power is fixed.

The goal of the spatial backoff algorithm is to find a good
combination of carrier sense threshold and transmission rate so
that the network aggregate throughput may approach the max-
imum point. Additionally, it is desirable to have a distributed
algorithm so that each source station may make decisions
based on its local information. To this end, we developed a
model to quantify the performance at each individual station.
Specifically, let ratei be the transmission rate and csi be the
carrier sense threshold used by station i. Let psuci denote the
percentage of transmitted packets being successful for a certain
measuring period, given the chosen cs i and ratei. We define
an utility measure as follows:

Ui = ratei ∗ cs
2
θ

i ∗ psuci , (1)

where θ is the path loss coefficient and cs
2
θ

i is used to
quantify the number of concurrent transmissions that can be
possibly allowed in the network, assuming all stations use the
same carrier sense threshold csi. The utility function defined
in Equation 1 has the following desirable properties:

• By introducing psuc into the utility function, we take
into account the impact of MAC efficiency on aggregate
throughput. If the carrier sense threshold cs i is chosen
to be too small, the contending area around station i
will be too large. With inappropriately large number of
competing stations, the packet success probability psuc is
likely to be low, which results in bad utility measure. In
other words, the defined utility function helps to maintain
a suitable size for the contending area.

• Given a fixed ratei and psuci , the utility (Ui) is a
monotonically increasing function of cs i, which helps to
encourage more spatial reuse. However, if cs i is inappro-
priately large, the SINR required by the transmission
rate may not be satisfied due to large interference. As
a result, psuci is likely to be very low and the utility
measure will be bad.

• Given a fixed csi and psuci , the utility (Ui) is a monoton-
ically increasing function of ratei, which encourages the
use of the highest transmission rate that can be possibly
supported based on the SINR at the receiver. However,
if station i chooses an inappropriately high transmission
rate, the required SINR can no longer be satisfied. As



a result, the transmission is likely to fail and psuci will
be very low, leading to bad utility measure.

In essence, the utility function defined in Equation 1 mea-
sures the channel utilization per unit area. We can argue that,
in dense networks, the carrier sense threshold that maximizes
the above utility function approaches the point that maximizes
the aggregate throughput.

Based on the utility measure, we designed a protocol [34]
for each individual station to search for the appropriate carrier
sense threshold and transmission rate operating points. In
Figure 8, we present the ns-2 simulation results for our
spatial backoff algorithm in a circular topology, in which
32 transmitters (always back-logged) are evenly distributed
along a circle with a radius of 350 meters. The receiver
corresponding to a transmitter is located on the line from the
transmitter to the center of the circle, and is 35 meters away
from the transmitter. In our simulations, the physical layer
follows the specifications of IEEE 802.11a, and MAC layer
follows the specifications of IEEE 802.11 DCF, except that a
fixed contention window size is used.

In Figure 8, horizontal axis represents the ratio between
carrier sense threshold and receiving signal threshold (in dB),
vertical axis represents the aggregate throughput. We first
obtain the aggregate throughput for different combinations
of transmission rate and carrier sense threshold. As we can
see, in this example, the maximum aggregate throughput is
achieved when all stations choose transmission rate as 18
Mbps and normalized carrier sense threshold as -6 dB. Our
spatial backoff algorithm indeed finds the optimal point and
approaches the maximum aggregate throughput, as the arrow
in the figure points out. We have also evaluated above spatial
backoff algorithm in random topologies, and the results are
very encouraging.
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Fig. 8. Aggregate throughput for a circular topology with 32 transmitters

In general, spatial backoff approaches can be combined
with temporal contention resolution approaches. For exam-
ple, spatial backoff can be used to control the number of
competing stations to be within a certain range in which the

temporal approach is able to resolve the channel contention
most efficiently. Essentially, by combining the temporal and
spatial approaches, we are expanding our decision space when
determining the strategies for resolving the channel contention:
strategies decide when is the right time to access the channel,
what carrier sense threshold and transmission power to use,
and which rate to transmit at. By combining the spatial and
temporal contention resolution appropriately, we expect further
performance gain.

V. CONCLUSION

Although existing commodity radios offer several features
like transmission power control, rate control, channel selec-
tion, etc., very few real world protocols actually utilize these
features. Furthermore, newer cognitive radio technologies may
offer greater flexibility in accessing channel resources. In this
paper, we have highlighted the benefits of using physical
layer capabilities offered by radio interfaces for enhancing
performance. We have focused on two specific approaches to
improving performance – using multiple channels to increase
total available bandwidth, and improving the utilization of
any given channel by applying spatial backoff mechanisms.
It is part of our ongoing work to incorporate some of these
solutions in a prototype mesh network testbed.
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